Private KB (Not for Public)

q LT s Personal KB Please do not Share/Repost to the Web

Video Solutions for Security Professionals KB — LTH-401 M-WIFI ASk Jlmmy’S PermISSIon fll’St

Microphone LTH-401M-WIFI

FaceDetect IR

(Important) The 401m is designed

for the multi-Tenant Purpose.

Platinum IP Door Station with
2MP Camera

The LCD Indoor Station D311 Contact List

is required.

Touch Panel - Contact List Supports up to 500 Users

- 4" Touchscreen

- Answering and Unlocking with Indoor Station or App
- Large Physical Call Button

- Face, Card, Keyfob, and Code Entry i
Call Button - PoE or DC 12V with Wi-Fi 2 e
- IP65, IK8 Vandal-Proof, -40° to 140°F da ki

- Surface Mount Schools

iy

Loud Speaker

This KB is based on the firmware
LTH-40IM_V2.3.5_231221 , Important: Always Upgrade Firmware
If you have older than this version, please update it.

to the Latest version via Browser.

Also require NVMSv3 software version: v3.8.1.53 or later

Hardware —

Please be careful when you open the pink 00000 A ﬁ
plastic bag. There are 3 screws that come ' in ——
withit. One is the Wall Panel Lock Screw.
(see the below picture with 3 red circle)

(Cable)

The 1/0 Cable is labeled with silver sticker
each. The label has 2 side, one side is English,
another side is Chinese. It indicates each
color code there.

(Support PoE)

The LAN port support PoE connection,
Do Not combine with DC12V together.
Make sure max PoE distance is less than
300ft.

(DC12V)

If you are using the DC12V connect with the
WIFI connection only. Please make sure the
power supply minimal required 1.5Amp.

(For more hardware info: please check Appendix)

© 2023 LT Security, Inc. All Rights Reserved. White papers, data sheets, quick start guides, and/or user manuals are for reference only and may or may not be entirely up to date or accurate based upon the version or models. Product
names mentioned herein may be the unregistered and/or registered trademarks of their respective owners. www.LTSecurityinc.com The Ownership for this document belong to Jimmy Wang.
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Capacity
User Capacity 500
Face Capacity 500
- = Card Capacity 500
LTH 401 M WIFI Dlagram Linked Indoor station up to 500
Sub door station capacity 16
Unlock password 16
. ' ‘ P
AI3 DoorT Exit REX =1 Supply For
button o —e Mag Lock
oM LTK-SREX-100 —t \/+
=1 Yellow/Red All NO Power V
Yellow/White AI2 Button em— poubRl -
_Yellow/Blue A3~ | | NC I v+ V+ 4
COM
j YeIIoI:NZGreen 21:0 o) - V- 1 Mag Lock
- V+
_/— White/Blue  NC1
_\ White/Green COM1 V -
x thtejRed NO1 — Power .
w:!te/ Purple NC2 Supply —] .| Normally Closed
fte/Grey COM2 For Strike o
|_White/Brown NO2 — V + LTK-600L8
|_Yellow 480+
Blue 485- V-
Black GND
_Red 12VDC _ °
™ Strike
— — (Fail Secure) Normally Open
V+ -

V- | s

Reference Settings By default

Y

@ o= ® N

P & = @

10.
11.
12.

Programming 401m requires Windows PC only

After firmware upgrade to the latest LTH-401M_V2.3.5_231221. The call button will function normally as it should.
To connect to the mobile application, you need to add the QR# from the LCD indoor station. Not from the 401M.

If you have more than one outdoor unit connected, 401m must be defined as the first main outdoor unit.

40Tm doesn't support using Keycard number as Punch access number.

If you need Punch number, use Public Password (up to 16).

The Mifare card number must be 10 digits.

Face detection was turned OFF by default. You can turn it on from touch panel or browser.

Exit button can't do in parallel connection. It may cause the release to fail during electrical characteristics problem.

40Tm supports hotspot for remote configuration. Only automatic turn on when it boots up within 1-2min. idle duration 5min.

SD card slot is disabled, has no functionality.
401m doesn't support time attendance.

If you have multiple 401m devices, the 2nd and other devices need to import the contact list from the 1st 40Tm device.
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Concept

The 401m is designed for multi-tenancy purposes, so it usually needs at least one indoor station with it.

What if you don't have any indoor station?
Then, you can only connect with your PC to open the door. Of course, you will say the 401m does come with the QR code.
But soon, you will notice that only can provide the motion detection without any open-door functionality.

Simply said, if you want to open the
door. You need the Indoor station first,
then you can open the door and Link to
the mobile app to open the door
remotely.

The mobile application is LTS Connect.

Each LCD indoor station has one QR
code associated with the room number
assigned to. If you have one group
indoor station, the QR code only exist
in the first indoor station (the master
indoor station only) (Page 5).

Other important things:

When you have mixed more than 1 outdoor station situation, in example,
LTH-40Tm + LTH303m + LTHD301GY (2x) devices.

The LTH-401m recommend assigned to the First Master Outdoor Station
if you want to Ring specific LCD indoor station.

Old Info (Diagram)

- —{ R
i PR i Sub Outdoor Station

Main Outdoor Station 500 indoor Station : 5 Extension Indoor Station

If you have multiple Indoor stations, (D311GY). After upgrading to the
latest firmware V2.2.20_230904, it can support up to 16 indoor stations
linked to the same room number and ring at the same time.
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Ring Indoor Station LCD Panel

After you connect to the LCD indoor station,
if you only have 1 LCD indoor station, when
you press the bell icon, it should ring directly.
If not, please check the firmware first.
Otherwise, check the network linking
address.

When you have less than 4 indoor stations
with different room numbers. Press the Bell
button. It should display multiple call
buttons. 1,2,3,4; for example.

After touching the number will directly call
the room number.

When you have more than 4 indoor stations with different room numbers.
It will show the Contact Address book list

instead of the Room Numbers.

You need to program Person Management instead.

After the Ring, the LCD will display the Outdoor Station screen. You can press the call button to answer it or hang up.
When you press the unlock button, it will unlock the door and disconnect it after 3secs.
After the latest firmware, the 2" door lock will be hidden. But you can show the 2" door lock from the Preference (House with Star).

Device Call

Door Station 401 00:00:01

2021-08=01

O, NVMS V3
Eh Main View

. Resource Auto-$
Call NVMSv3 (Operator icon)
If you have no indoor station linked, Custom View
the call button will directly be pointing to the B LTK2804
NVMSv3. v B 401

@ Camera 01_401

@ Camera 01 401
B LCD311

pg. 4



Finding the QR code from the LCD Indoor Station?

Remember, by default the QR code (PTCloud) is OFF. You need to activate it and turn it on from the LCD indoor station or change it from
the Browser.

Go Settings > Right Side Bar; the bottom icon > (Advance Settings) Configuration > System Maintenance > Mobile App Configuration >

/(:_ o c%(.)\om:
Rlng MObIIe LTS Connect

LT Security

Mobile app: LTS Connect

What's new ¢ >

Last updated Jun 5, 2023

Supports viewing password
Updated the Ul

When Mobile phone screen is ON, it will prompt the calling panel (Android) Support sort Favoriia:

Rate this app
LTS Connect s = % Tell others what you think

A S A S S * S *

o & Write a review

LTS Connect

Developer contact v
If the mobile phone is OFF, it will turn on and the popup full screen shows as About this app >
. LTS Connect is a video surveillance software,
right. J
Tools
\
If you missed the call, the mobile app would " .0 01%M Lo

E P Q

display the missing notification in the top area.

m LTH-D311GY-WIFI
@

10:50 ;e =0 01za NAs been...
Fri, Jan 12

N D @ o
(Troubleshooting Tips)
Sometimes the notification icon can’t be 3 e
removed/swiped out from the notification panel.

Notification settings

Then, use the LTS Connect App to remove it b Mark 8 AN Raad

Go to Notifications > ... > Mark as All Read

Z Edit

& Settings

Settings

If you can view it but it can't Ring the mobile app, you need to check the | bevice Notifications
Notification settings. Make sure the LTS Connect in the Android/iPhone Device Notification Settings
permissions is allowed. If you did, but still not able to Ring, please check | .., \oueations
in here. Notifications > ... > Settings Make sure all green is enabled. Sl Rt e
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Settings

Two Important Setup Tips:

1. Make sure the Outdoor station and the Indoor station are Time-Synchronized.
2. Set the Registration Password between the outdoor and indoor stations. Must be the same.

Also, Login Password should be the same as Registration Password is highly recommended.

INDEX - Programming

_ There are several ways to add and activate the LTH-40Tm. But keep in mind, please
always use one way to start-end to finish the programming. Meaning, if you are using an LCD indoor
station to add, then please activate the LCD indoor station and complete the wizard from the touch
screen. Do not use PC to activate and use the Touch screen to add the outdoor station. Because if you
mixed the adding method together, mostly the indoor station (Registration Password) will not set up
correctly and cause some unpredictable issues.

1. Use LCD indoor Station to Link the LTH-401m outdoor station.
2. Use Browser to configure it.

3. Use NVMSv3 to program it.

4. Use Standalone mode with Hotspot AP to program it.

5. Mobile App
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Use L.CD Indoor Station to Link the LTH-407m Outdoor Station

Use Wizard

1. Make sure that you have only (1) outdoor station and (1) indoor station, both in the default state.

2. (Activate the LCD Indoor station; using Wizard)

Settings>  Advance Settings > Configuration > System Maintenance > Wizard

Use the LCD Indoor Station and Setup first. Go through the wizard. Setup password, etc.
3. When you set up the indoor station configuration, there is a registration password. Make sure set it up.
This is the link security password for all the outdoor station and the indoor station associated.
4. Go through each setting page until you reach the Door Station Settings (8/9).
Because the outdoor station is not set up yet. It may take a while to find it. So wait until it comes up and select it as Main.
If you still can't find it, SKIP this page and we add it back from the troubleshooting.
5. Skip the Indoor Extension Settings (9/9).
We don't need to change anything because we've already set up Main Outdoor and Main Indoor.

6. Click Finish.

7. Then it will say Paring..... Please wait....
8. Configured. Click Start
9. Then, it will back to the Main Screen.

10. You should now be able to use the LCD indoor station to view and unlock the door.

Manual Adding the Outdoor Station (if you have different Registration Password in between, please use PC)
Go LCD Indoor Station Main Screen
Menu > Settings > (on the Right, there are black bar section. Go to the last bottom Advanced Settings.) > Configuration

Enter Admin password > (go Right Black Bar again. 3 icon. Go Device) > Device Management > Main Door Station (D series) (TAP)

You can manually
enter the IP and
adding from there.
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Browser

Recommend Browser

Chrome

l @ Login

€ > C A Notsecure |

Welcome
English  ~
jo3
8 »
Forgot password?
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Use Browser to Configurate

Before using the Browser to program it, you need to use Windows PC to activate it.

Total number of online devices: | 9 Fefresh ith) Q | Activate the Device

o 5 O | ID- | Status | Device Type | IPv4 Address | HTTP Port| Software Version | Port | Device Ser..|

Download Platlnum IP Portal from LTS webSIte O 001 Active  LTH-D311GY-WIFl  192.168.188.20 80 V2.1.66build 230620 8000 LTH-D311... ﬁ
2 002 Acti LTH-401M-WIFI 192.168.108.217 80 V2.3.5build 220816 8000 LTH-401...
under  Downloads > Tools > Platinum IP e . e device i not actiusted
004 Active  LTH-D311GY-WIF  192.168.108.169 80 V2.1.66build 230620 8000 LTH-D311...
Portal 005 Active  LTH-D301GY-WIF  192.168.108.164 80 V2.2.2build 230602 8000 LTH-D301... D
) . ¥ 006 Inactive  LTH-401M-WIFI 192.0.0.64 80 V2.3.5build 230816 8000 LTH-401... DR

https://www.ltsecurityinc.com/downloads o

New Password: e

Confirm Password

1. Select device.

2. Create admin password.
3. Activate

4. If prompting the security question, e G

cancel it.

Enable PT Cloud

5. Then, change the device IP address. © togn *

€ 2 C & Notsecure | 192.1682.10/doc/indexhtml#/portal/iogin

For example, | setup 401m device to
192.168.2.10 Welcome

English
Recommend using Chrome Browser
B
a ®

Forgot password?

Setup Wizard

€ 2 C A Notsecure | 192.1682.10/doc/index htmi#/portal/initSettings?first=first

FOIIOW the Wizard each Step Change Password Device Language Settings Time Settings Environment Setttings Administrator Settings
enter the security question 1,2,3,4,5 Next.
Security Question Device Language Seting Environment Sefitings A
Question1

What is your father's name?

ADSWEL

6. Then, it will ask the admin password again |
for the validation.

Question2

What is your mother's name?

Answer

|

Question3

Email Address

In what city were you born?

Select Correct Language

Setup the Time Zone

@ Set an e-mail address to receive verification code for password
recovery

Confirm Password X

E-mail Address ™
* Admin Pa.

X0 KXo -
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Setup Wizard continue....

When you reach the step, Environment, just click Next.

Environment Setttings Administrator Settings

Application Mode (e Indoor Other

Previous “ Skip

N

This section is important.
Please define the Door Station No correctly.

Careful!
If this is the first Outdoor Station,

Door Station No: do not need to change anything here.

0 is for the first Outdoor Station number.

The Registration Password is the Must.

Please create the Linking password in between the Indoor Station

and Outdoor Station.

Press Complete to finish.

You can Skip this step if you don't want to create ID

Administrator Settings No. and System Network

*Employee ID

Name

Credential

Add Face

Previous

Add Card

No. and System Network

Device No.

Device Type

* Community No.

*Building No.

*Unit No.

Floor No.

*Door Station No.

Video Intercom Network

Door Station

*Reqistration Password

*Main Station IP

" Private Server IP

0.0.0.0

0.0.0.0

Enable Protocol 1.0 Q

Make sure you finish the Wizard setup. If you did not, please find the wizard from here.

Previous Complete Skip

g & @ admin v
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Overview Panel

You can open the door from here.

=

Door Status Link Device
Overview
Person
Management
= Online Onlme
== Door Stat:on Indoor Station
vice o 0 0
Management 0 Q Offline 0 E Offline
e 4
Doorl Door2
= Controlled Controlled
Maintenance
and Security
Person Information
Added Added
Person
rel 0 E 0
0 |_-_| Not Added Not Added
Network Status Basic Information Device Capacity
Model Person 020000
Wired Network T o] LTHA40IM-WIFI L :
~401M-W
== Connected o

Public Password (up to 16sets)

Public password is punching number to access without using keycard or calling someone.
Remember: The Keycard number cannot use as the punching number.

You can set up to
16sets password.

Public Password is not
associated with any Person
or the Keycard number.

Welcome

System

Ovér\;\ew .
System Settings

A User Management
Person
Management

Network

Device Video/Audio
Management

o @ Image

Configuration
Event

Access Confrol

Intercom

Card Settings

Smart

Preference

Authentication Settings

—+ Add
Password No.

1

Door Parameters

Password Type

Public Password1

4
Elevator Control Parameters RS-485 Password Settings o
Enable Electric Lock Remarks Operation
& o
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Honestly, this section is the most complicated section. But, | try to make it simple as possible.

Welcome
Device
Device Management
Management
Overview
iS the area for a" () Search Online Device —+ Add I'— Import EExpotatus || Synchronization Settings {7 Refresh Y
the Indoor / Sub )
L. Person No. IP s M C... v A u Network... - Upgrade Status Operation
Outdoor linking Management
section. . ) Uparade file is _
@ 1 1 Q6 L W a © oniine not imported. £ B 0
Device
Management
You don't need to
worry about any
others. Configuration
Just focus on the el Total 1 | 20 /Page 1 1 /1Page | Go
Network Status and Security
Online Device0 | Ifactivated. (0) v | 7 Ret Y X Disable
(Green) Online
If you don't see Green Online, then | am pretty rgsponsible to tell you 99% chance will not work.
Adding Indoor Station Eit Dovice X
For the first time, there is nothing in Device' Management. Unless you are already using the LCD Basic Information
Indoor Station to add the Outdoor Station/Therefore, you need to add the first Indoor Station. pevice Tipe
Indoor Station v
Please use the top [+ Add] button to add. Please don't use the Search Online Device, because User Name
sometime is not working properly. admin
. X . X Device Password "
You need to fill up all the sections, every section must be completed, especially the Red area. | ‘
Registration Password *

The highlight red section must be extra careful. Most people made mistakes on that.
That doesn't mean other sections are not important. For example, if you put the wrong IP
address/Subnet mask/Gateway, will still not work.

To find out the Serial No. Please find it from the IP Portal Software or NVMSv3 to search:

Total number of online devices: 9

| IPv4 Addr.. | HTTP Por]

| Status | Device Serial No.
LTH-D311GY-WIFI0120230615WRO2E832297
LTH-D211GY-WIFI0120230901WRO2E826036

Floor No. and Room No. is must.

M | ID - | Device Type

001 LTH-D311GY-WIFI  Active 192.168.1... 80

002 LTH-D311GY-WIFl Active 192.168.1... 80

If you want to fill in the Related No, please don't forget fill-in the top red section. The Related No
will be use as Label Tag if you have no Person at all. Otherwise, if there is no Related No, the
Room No will be automatically used for the Name Tag if you have more than 1 indoor station
added.

|

Serial No.*

| cuseasin

Network Parameters

IP Address™®
192.168.108.202

IPv4 Subnet Mask "
255.255.255.0

IPv4 Default Gateway *
192.168.108.10

Port*

8000

Device No.

Floor No.*

Related No.

Cancel
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This is an Example of the Device Management. (Master Outdoor Only)

Welcome

Device Management Synchronize

Q_Search Online Device ~ + Add  [S Import [ Export 11y Device Upgrade 3 Upgrade Status 1 Synchronization Settings ¢ Refresh Master Outdoor OI‘I|V Y
o]
Person No. Devic... IP Seria... Model Curr... Fl.. © Roo... *© Related No. No. Arm... Use... Network... Upgrade Status Operation
Management
Ui de fil _
1 Indoor Static  192.... Q28026 LTH-.. V22.. 1 1 - - - admin ° Online ° pglra efiels Z @& m
m not imported.
Device
M ) _ _ _ . @ upgracefieis | _
2 Indoor Static  192. Q26392 LTH-... V2.1. 1 2 admin Q Online TEEEREL Z @ m
Frol) 3 Indoor Statio 192 Q12345 - - 1 3 - - - admin ° Offline Z
Configuration
4 Indoor Static  192.... Q12345 - - 1 4 - - - admin 0 Offline Z
5 SubDoor St 192....  AG027¢ LTH-.. V23.. 1 - - 1 - admin @ online a4
Maintenance

and Security

The Red box section is only display in the Master Outdoor Station. All you need to focus is how to
make sure the Network Status to Online.

If you believe everything setup is correct but still not able to make it online, please reboot ALL devices and check it again. If
after reboot still not make it online, please check PING respond or double check the TimeSync/Registration Password.

RoomTags (less than 4; Individual Indoor Stations with Room#)

When you only have a single indoor station room#, default big Bell button will directly calling the indoor station.
When you have more than 1 room#, then outdoor station touch screen will display the Room# as RoomTags. (or
the Related No.) That is based on when you have No Person in the person management. However, after you are
defined the person, it will use the First person associated with the Room# first as the RoomTag.

2" Outdoor Station (Sub Outdoor Station) hosic formaion.Time Settings

When you have more than one outdoor station, you can define that as the Sub Outdoor Station. You can
append on the master outdoor station and associated with all the indoor stations as well.

Basic Information
Device Name | | Master Outdoor
After activated the 2" Outdoor Station, change the door station ID from 0 to other# (0 is master only).
Then, you define this outdoor station is not the Master anymore. To make sure having a good programming
behavior, always define the Device Name to the proper device name. Master Outdoor, Sub Outdoor. This is Language. | English
not only for easy indentify purpose, more important will affect with the Indoor Station Live Display device System Type
name in there. So, you can more easy to spot this is for the Front door or Rear door purpose. Then, you

*Device No. | 88

login to the master outdoor station and add the 2" Outdoor Station in the master outdoor station device mangement section. After reboot
both devices, come back to the master outdoor device mangement.
Make sure the device is Online

[ The Calling Menu is Blank in the 2" Qutdoor station]
If you have more than one Room# but less than 4, you will notice one thing is really strange.
-- the Sub Outdoor Station calling menu is Blank.

The reason is the 2" Sub outdoor station will not sync or get the information. You need to use Master Outdoor Device Management to
export the device and import into the 2" Sub outdoor station Device Management.
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Export / Import Indoor Door Station to the 2" Sub Outdoor Station

Welcome 1
Master Outdoor Station
Device Management _} channelConfig.xls B O X Only Master Outdoor e
o ;Y
Overview o has many buttons [ ]
| Q Search Online Device  + Add [ Import [ Export L1 Device Upgrade % Upgrade Status = | Synchronization Settings <7 Refresh
o
Person 7 I No. Devic... IP Seri... Model Curr... F. Amm... Use... Network... Upgrade Status Operation
Management o
_ 1 ndoor Static  192... Q2802 LTH-.. v22.. [ - admin @ Online ° Upgrade;”?s 2 B W
(o] not imported.
Device o
Management 2 Indoor Static  192.... Q2639 LTH-.. Vv24..) 1 = admin @ Online © :;%?ggl’;'s Z & @
§5b 3 Indoor Static  192.... Q1234 - - 1 - admin ° Offline / Z
Configuration
4 Indoor Static 192.... Q1234 - - 1 - admin 9 Offline ! Z T
5 SubDoor St 192....  AGD27.  LTH-.. VZ3.. 1 - admin @ Online Z
Maint;'lance
and Security

Welcome Sub Outdoor Station
Device Management  channelConfig.xls
s iz i x
Overview © 15KB B B
+ Add S import  [3 Export £ Refresh o
Pé’SE’" No. * Device Type = IP SerialNc  Fl.. Roo... : Arming St... User Name Network... © Operation
Management
1 Indoor Station 18216810 Q280260 J 1 — admin 2 m
Dem\?ce 2 Indoor Station 192.168.10... Q263922 1 2 - admin AN |
Management
3 Indoor Station 192.0.0.61 Q123456 1 3 - admin Z
é’:;;« 4 Indoor Station 192.0.0.62 Q123455 1 4 - admin Z
Configuration
1. Select all devices from the Master Outdoor Station (make sure all Online first). 2" Sub Door Station has less buttons.
. u . n g
2. Choose Export, will save as “channelConfig.xls" file. You may notice that the 2nd Sub Outdoor
nd . . . ) )
3. Goto 2" Sub Outdoor station. Choose Import. Select channelConfig.xls file. s e e e R e e
4.  After all device imported. Press Refresh. ¥ b AU e s,

(recommend: reboot all devices after imported) Al Than i EiE

Therefore, if you see the menu without the
online status, it is usually not the master.

5. Go back to the Master Outdoor Station, make sure

Sync Setting is turn On.
First, confirm that the outdoor station is

the master or sub (outdoor station ID 0 is

the master).
Also, the Sub-Outdoor Station will not import another Sub-

Outdoor Station in the Device Manager because the Sub-
Outdoor Station believes it should only be connected to the
Master-Outdoor Station.

Also, don't worry about the Sub Outdoor
Overview. Because it can't detect it.

Online
Indoor Station 0

Then, check the 2" Sub Door Station Calling Menu is same 4 o offine
as the Master Outdoor Station. 4
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Person / NameTags

| have to admit that this design is a bit strange. If you have less than 4 room numbers, you need to declare each room# with a person info.
Then, it will use that person’s name as the Room Calling Tag.

Remember: It only takes the first declare person in each room# as the outdoor Touch-Screen NameTag.
If first person has been removed, it will fall to the 2nd declare person with the same room#. Even you add the
exactly person name again. It wont fall back once it falled.

So the best way is: Create a fake person first and use that as the Room NameTag and Don't remove it.

Basic Information

Employee ID J2
Name | A1 .
Floor No. | 1
Room No. | 1
Person Type () Normal User
Long-Term Effective User
Validity Period 2024-01-09 00:00
Administrator

scheduleMgr | € Open

Sat

Certificate Configuration

Face PG, JPEG. PNG allowed. N

—~+ Add from Device

—+ Upload

Card an be porte

|- Add Card

Add Person

Employee ID must be Unique

Name username (use as NameTag)
Floor No 1 (same as the indoor)

Room No T (same as the indoor)

Administrator (for the local access panel only)

Schedule: (be careful about this part; usually don't change it)

when you set up the schedule that does not allow access (Not Blue). You will be 7 i
blocked when schedule is denied. Even you are the Adminstrator and try to program E. D.
it from the local touch screen menu. =

Capture Face / Adding Card

Follow the browser instructions to capture the face/add the card.
Remember, the Card Number CANNOT be used as a Puch access number. This is the most reason why
you can't use this Intercom as Card Reader to replace with 2802/2804 Door Controller Card Reader. (pg11)

Add Person ertificate Configuration

Basic Information

Certificate Configuration
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QLTS

If you are not making the call, please double check the Network connection or the IP address you defined.
Or you need to make sure the DND is not enabled in the LCD Panel.

Indoor Station - Do Not Disturb (DND)

By default,
the DND from the Outdoor to Indoor (Close) (Call Allow)
the DND from the Indoor to Indoor (All Day) (Call Denied)

If you do not want anyone call you, you should set it to...

(Block All)
Do Not Disturb Device All
Do Not Disturb All Day

If you want Indoor to Indoor Call work, you need set to...
(Allow Indoor Calling) “
Do Not Disturb Device Indoor Station ALLOW
Do Not Disturb Close (Allow Call)

Make sure set both LCD Indoor Station setting to the same.
And it may take few seconds to apply the setting.

Door Parameters Authentication Settings Door Parameters Elevator Control |

You can define the door open duration (1-255) and open door template.
Door No. 2

*Door Name | Door1

You can define remain open / remain closed schedule in here, however if you try
to define the Holiday exception then you have to declare in NVMSv3.

Open Duration | 2

o Relay Reverse () Open (e Disable

By default, the Face Detection is turn OFF.

If you want to use the face detection access feature, please make sure turn on. Enable QR Code Auth
Enable Face Auth

Door Status Schedule Template = ¥ Rema.. ¥ Rema...
QR code feature has been disabled. R TR

This feature has been removed since its not functional.

Event
Maintenance
and Security

Access Control

Intercom

Card Settings

0z C

No T&A st

There is no Time Attendance feature for the 401m devices. If you want to use FizitEnes
Face Detection with Time Attendance feature, we recommend use 3410MF devices.
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Advertisement

= Network Screen Display Notice Publication
- QOverview )
Maintance > Preference VideolAudio
.. . = Display Th
The advertising function can change  [ECRR I spay Theme
Person
the background Image of the e Event Theme Mode | Authentication Mode Advertisement
H — The device authentication page w The advertising area and identification
OUtdoor station to be Used asa splay the live view page. And the authentication area of the device will be
H I Y Maﬁjv‘;ﬁem Access Control person's name, employee D, face displayed on separate screens. display...
digital advertising board. E
Intercom
Make sure it is select Advertisement C,mﬁfu’mﬁm _
Gard Settings “
(Default)
Smart
Maintenance
. . . and Security
Then, select Notice Publication tab. Preference

Uploading Picture (Media Library Management)

Screen Display Notice Publication

© Only under advertisement and simple mode will the theme display issued program information.

Gall Management Center ()

Theme Management - Add Program || &3 Media Library Management Media Library Management Upload Picture

@ The Picture format should be jpg. jpeg. Each Picture size should be less than 10MB.

WHAT'S NEW
o-

JPEG =

| —
Name: 20240122 17.0518.., [l Name: 20240122 17 04 38...
530 x 700 Size: 303.2K Size: 2003K

[ Adeanned ‘

®) Picture

create Notice Publication
Advertisement Program ——

Theme Management  Ed Media Library Management

AdvBanner

Press Add Program and give a Name. (One Only)

Z EditName [ Delete Program

'NHAT'S NEW

You will see the Right side picture.
Use[+] to pick the picture from the media library.

Name: 2024-01-217...
Size: 201.9K

Setup Show Interval Slide Show Interval | 120

v

// Clear

And use ProgramName Brush to paint the Active Schedule Managemen

Time schedule. 0 06 s T

After Save successfully. You should able to see it.
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Software

‘Maintenance and Management
BB Device Management
&) Event Configuration
B Storage Schedule
2 Account Management
&8 System Configuration

System Log
Inibalizing. please wort{ 19%) —— J
Access Control Wizard

Name NVMS V3 Time and Attendance Wizard
Version V340565 buid20210331

Capacity Old Info (Diagram)
User capacity

Face capacity

Card capacity

Linked indoor station up to
Sub door station capacity




Setup

You can download the NVMSv3 software from the LTS Website. £On
http://www.ltsecurityinc.com/downloads =

Software
Installation is simple, please unzip it and the installation S v

Run as Administrator is required.

Topology is not necessary; you may remove it.

NVMS V3 Installation Wizard

NVMS V3 Installation Wizard

First Time Run / Super User

Weicome English Password Protection
0 e ate a super user first © Please set the sex

I Please select the question. 1

O, nvms v3

Super User is for the NVMSv3 account permission.

Create Super User Account, Password.
Enable Auto-Login (option; but recommended)

Next, the Introduction Wizard will pop up as below.

Click OK to skip it.

Client Software

Description Version Platform Download
Upgraded CMS client software NVMS_V3_V3.4.0.65_20210331 Platinum Windows
Series

NVMS V3 Installation Wizard

Note:

Please write down the super user password. LTS won't
provide support for the Super User Password Reset
(NVMS v3). For all others, please check the LTS Support
Policy. Here

Troubleshoot:
Backup/Restore Configuration. (see Appendix E)

Operation Wizard

Access Control Wizand

FE] Time ard Atenciarce Wiesrd
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Device Management

Video Application

1. Tap the upper-left Catalog button.

Maintenance and Management

2. Click Device Management g = L I i 2 R

[ Event Configuration

Main View Remote Playback Data Retrieval Report

3. Maximize to full screen is recommended. B storege Schedule

Search Local Network Device

Maintenance and Management [®] Remote Playback Reset Password

1. Make sure to allow the firewall first.

Device  Stream Media Server
Export Key Export

+ Add{_Q Online Device mpart Key
Online Device

O Name “ | ConnectionT... Net Modify Password

2. The bottom section will show up nearby

] PTZ IP/Damain cad - B —

. (D 8 to 16 digits. The combination
"~ should contain at least two of the
devices from the local network. sheudd oy ¢ enc o of
case letters, lower case letters,
special characters (I"#$%8&'0~

+,-/52=>2@0"_{|)~ and space).
3. Check the box, then click Add to the list. o
Kl -

Device

H - H H H = Refresh Every 60s. Total (1) | Filter
4. If the Device is inactivated, please Activate first. Y e |
P “ | Device Model Firmware V... Security... Port Enhance...  Serial No. Boot.. Added Support... Guarding... Operation
192.168.86.150 CMIP8I32-W V5.3.0build 1 Active 8008 N/A CMIP8932-W20161209C. 2018-1..  No N/A N/A @ pel

5. If you forgot the password, click the key icon.

6. Click the Global icon to modify the network IP.

About Password Reset - ttps://Itsecurityinc.zendesk.com/hc/en-us/articles/360008093653--PC-Reset-Password-for-Platinum-IPC-NVR-DVR-

** IMPORTANT --- UPDATE THE FIRMWARE ** Please update the firmware before start everything! Factory default is recommended.

Device  Stream Media Server

Change Network IP Address

+ Add | Q Onlin... 3 Refresh [% Export... Total (3) | Filter
ClICk GIObaI icon, to Change the IP Sening- | Name | Connectio.. Network Par... Device Type Serial No. Security L... ' Resource.. @
@ Online [
Note: Access Control and Intercom don't - '
recommend use the DHCP IP address. because ~ _
I =~ Refresh Every 60s. Total (1) Filter
NVMSv3 will link to the wrong IP address and N
. . IPv4 IPvE Device M...  Firmw... Securit... Port Serial No. Bo... Added Suppor... tion
cause Armlng ISsue.
192.168.10... LTK2802 V20.1.. Active 8000 LTK28022020.. 20.. Yes N/A g 2
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Adding Device

O, nvmsva

1. Click + Add, to create the new connection.

Maintenance and Management

2. Select IP/Domain and fill up the yellow
sections.

3. Click Add when finish.

After connected, the Status will show & ©7/

* Important *

Please make an appropriate Name (aka
nickname).

It helps to label the controller if you have more
than one. If it is not connected, please check
the setting information again.

Note: Please always keep the minimal

Local Network Search

connections in the device management as possible. Because the NVMSv3 will check each device's location connectivity when offline.

(Small Monitor)

If you have a smaller monitor resolution, you may not be able to see the configuration button on the right side. Here is the trick on how to

resolve this issue.

Device Stream Media Server

(Tips) Move the Mouse on the column Hlac
and Right-click the mouse button. The

Select Items to Display will pop up.

For example, if you feel the Firmware

Upgrade is useful. Remove it to reduce

Name Connection T... Network Param...  Device Type

LTS NJ DEMO  IP/Domain demo.ltsnj.com:...

the column to save some space of
view.

Group

What is the Group? The Group is a folder for
the Main View camera control or the Door
Access in the Realtime event section. If you
don't see this information in the real-time

B Maintenance and Management

~ [ Demo
@ Encoding Channels
B Task

B Alarm Input

monitoring section. Please re-create it.

Create Group by the Device Name when you

Encoding D...

Select Items to Display

Name

<]

Serial No. Security Level  Resource Us... Connection Type

LTNB932-R1620171204CC.,  Weak (]

<]

Network Parameters

a

Device Type

<]

Serial No.

<]

Security Level

a

Resource Usage S...

<]

Firmware Upgrade

1P Camera1 LTS NJ DE... Z &

IP Camera3 LTS NJ DE...

1P Camerad LTS NJ DE...

add the device fails, then it will not automatically create the Group folder. Use this function to add it back but make sure the device is online first.
For the Intercom, | recommend using the Create Group by the device name. Do Not use the Import button to merge with different Access Control
devices/Doors together. Make the “Group” only contain the device as simple as possible. (Will Discuss in the Programming Section)
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Time Sync

Please always make sure the device time (Time Zone) is correct.

Batch Time Synchronization

&> Refresh Every 60s.
N Select device(s) for time synchronization with your PC's time.
IPv4 IPv6 Device Model Security ...  Port Boot Time Added Supy
192.168.108...  fe80:162ffd... Active 8000 No Yes =2 = Name IP Address Device Serial No.
192.168.108... fesoz162¢4d... (NG Active 8000 2021-05-01 11:36:26 No Yes LTK2802 192.168.100..  LTK280220200304V02(
For the Access Control, you can verify that time from the device list. (Boot time = «—
Current Time) If the access controller time is not accurate, please use the Batch Time m Cancel

Synchronization to sync back from this PC.
(Notice: Intercom time is apply equal to the boot time, please check the live video time)

File

Device Arming Control
g Broadcast Tool
Devi ing C | Help
Device Arming Control Device Arming Control evice Arming Contro |
Alarm OQutput Control Auxiliary Screen Preview
indicates the device is currently Q ArmAll || Disarm All

Batch Wiper Control

communicate with this NVMSv3.

Operation +  Device Arming Status Batch Time Sync. |
Please always make sure it is « LTK28xx Player

@ Aming  PCStorage Message Queue

&« NVR frmed Video Intercom Arming Control

« IP Camera

1 VS 1 Face Comparison

Event Backup Export Configuratio

It is most important part to communicate in between PC to the Access Control device. If not, the NVMSv3 will not get any feedback from
the device.

That means - even the card to swipe to make the door open, but there will no card swiping record log in to this software.
Please always make sure connect the NVMSv3 and the device within the same network.
If you are using the VLAN or VPN environment, please make sure the port number is open and forward correctly.
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Change Setting in the Configuration

Welcome

O, NVMS V3
Eh Ma W é onitoring « Person @ Event Center Maintenance and Management
Device
+ Add Q Online Device > Refresh [> Export Device
O Name ~ | Network Parameters Device Type Serial No. Resource ..., Operation
Devi — , ~
evice O Qoine & & s}
(] 401 192.168.108.73:8000 Door Station LTH-401M- & Online @ =
[ Lcb311 4 Configuration = u} X

Local Basic Information Time Settings

System

Basic Information
System Settings

Device

Management Device Name | QUTDOOR STATION
User Management

*Device No. | 88

Configuration  NEtwork

Language | English

Video/Audio

System Type

Image
g Model LTH-401M-WIFI
B Serial No.

Access Control Firmware Version V2.3.5 build 230816

Intercom Hardware Version 0x10101

Troubleshooting:
if the Remote Configuration is not able to open, please make sure it is Online first. Or you need to check the HTTP port (80) is open.
Otherwise, please consult with your Network IT person regarding the local network firewall issue.

4=b Maintenance and Security - a X

Welcome

Upgrade Firmware ©

Maintenance Restart Upgrade

Backup and Reset Device Debugging

Management Security

Please always make sure the firmware model#
. i @ Note: The upgrading process will lasts 3 to 15 minutes. Do not disconnect power to the device during the process. The device reboot;
before y0u upgrade |t De autematically after upgrading

Management

Recommend Default the unit will get the better
performance.

Local: Upgrade

Upgrade Settings | Controller v
] Upgrade File | B ‘ ]

*CAUTION* default will lost all the setting/info.

| 45 Maintenance and Security - a X

- - Welcome
Maintaince (Factory Default) 6
Maintenance @ Restart Upgrade Backup and Reset Device Debugging
Go to Maintainence & Security . Securty
Backup
Device

Management Device Parameters Export

Configuration
Ba(:kl.lp al‘ld Reset Restore to Default Settings Restore

Restore to Factory Settings Restore All o

Restore All is the Factory Default

Import Config File

Device Parameters [}
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Linking LCD Indoor Station to the 401m Outdoor Station.

N - oo
Program direction Indoor > Outdoor = e

| recommend that you program it from the LCD indoor station,
and pointing to the outdoor station will be much easier.

Welcome

Local Video Intercom Network

Device No Call Settings Pre:

Manég ent

System
i *Registration Password ‘
D‘ System Settings
(Preparation) Open 401m Remote Configuration Management *Hain Station 1P| 192,168.2250
. . User Management .
Setup Registration Password o “Private Server 17 0000

Configuration  'NEtwork

@ Video/Audio

Enable Protocol 1.0 (D

Save

The registration password will be used for the connection
between the indoor station and the outdoor station
authentication.

Maintenance
and Security

Image
Event

Access Control

Make sure to set it first, this password setup will always hide it
even if you have set it before. Make sure you remember the
password. If not, please set it again.

Intercom

42p Device Management

Welcome

Jevice Management

If you added the indoor station before and it failed,
remove it from the outdoor station's device

_ o Q Search Online Device'  + Add  [S Import 3 Export U1} Device Upgrade R Upgrade Status | || Synchronization Settings ~ £_? Refresh
m
manager. If it works, just leave it there. e No. :  Device Type : P Serial No. Model CurrentVer.. Fl. : Roo.. :  RelatedNo.
If you want to add it from the outdoor station to the
indoor station, just use the (+) Add button. ©
Mz enance
And fill in all the information. (see Page 12)
Add it from the indoor station to the outdoor. Remote Configuration
- & System Group Network Settings
Note) If you have an LCD indoor extension, please program it @ Device Information
. . . @ General Group Network Parameters
first before connecting the outdoor station.
@ Time Device Type | Indoor Station - SIP No.
; & System Maintenance Community Ne. | 1 | Registration Password | ]
Floor No (unlque) @ User Euilding No. | 1 Main Station IP Address = 192.168.2.250
Room No. (unique) @ Re4ss UnitNe. | 1 |(Main) Door Station IP ... | 192.168.108.73 ”
. Floor No. | 1 SIP Server | 0.0.0.0
Registration P d the Outd oy RNt | oeorehone o address (0000
egistration Passwor same as the Outdoor » @ Intercom

(Main) Door Station IP Outdoor Station IP

After save it, please Reboot both Indoor Station and Outdoor
Station to take effect.

Welcome

If it is successful,
you should see
the Status will be

Device Management

Person

- @& Network
& Local Netwo...nfiguration
& SIP Server Configuration
& Advanced Settings
& Cloud P2P

& Group Network Settings

Main Door Station Type | Main Door Station

Save

Management
Online Q, search Online Device +add B Import = Export (1) Device Upgrade 3¢ Upgrade Status i Synchronization Settings {77 Refresh Y
’ m
Mar?:;gﬁent No. ~ D... ~ IP S... M... Fl... = Roo... Related No. No. - A... u... Network... - Upgrade Status Operation
5
Network... - o
Upgrade file is n _
1 Indoor & 1. Q26 L 1 1 Al Online rd
5 oeer B © oniin ot imported £ 8 W
@ oniine )
Q orfiine pg. 24



Add Card / Add Person (Structure)

Menu > Person

Application

[0

Access Control Monitoring Time & Attendance

1. Please rename the Root structure to an
appropriate name.

2.  Click the root folder and click Add can
create a department-level structure.
For Example: click on “LTS" > Add > give a

department/group folder name “Manager”.
(Note) recommend only create 1 level group folder
structure. Please don't create a group folder under
another group folder.

cum @

O, NvMs v3

Resource Statistics

w Persons in Sub Organization .u

2 Import [3 Export > Get frc

Person ID Card No. Valid or Not Fingerprint  Card

00000003 Not Expired 0 0 1

B Manager

0868108233 Not Expired 0 1 0

» [ staff

Add Person
(Tips) Create a organized structure. For
example, if you only have less than 10
people in the database, then this may
not really matter to you. However, when
you have more people, more organized
folder will make you pick the person el
easier when you assign the Group
permission.

Basic Information

* Person ID

o * Name

00000003 l

od (Access Control) | 2021-06-30 00:00:00-2031-06-29 23:5%:59 [

Especially, when you try to program
whole group with one permission.
All you need to do assign whole group
folder and apply to it, rather you must
pick each person one by one at time to

=~ Credential

Card

assign different permission manually.

3. CIick to set up your first person.

A. Add a person's name first.

B. Add Picture.

comanend s

Cancel

Remote Collection

Click Head picture, you can upload a picture, take the + evice | Faco E
photo from PC desktop camera, or capture from LTH40Tm Upload o @ ' (2 J&
device (Remote Collection). ke Phete Enrollment Station
Remate Collection

Add Card. R -
Add the Mifare Tap Card R .

i d number care e 5 e O
or assign a car

g o Mode Local ® Card Rea...
become as the punch access Cord Ne. e

p 0868108233 Device -
MNormal Card Card Type | Normal Card -

number (number must be
Un|que) & Settings o
1. Click + to Add
2. Click Settings
3. Click Card Reader

Resource Statistics

+ Add
4. Select Remote Device OK
5. Click Read and go to the device Tap the ndex  Name
Card to scan it. 1 jimmy

-~ O g

Enrollment Station

e -

[ Import [3 Export [ Getfrom De...
Person ID Card No. Valid or Not
1 0868108233 Not Expired
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Access Group (aka Permission)

You need to assign the person to the access group, to let the door allows you to open.

O, nvms vz E Access Control

Person

+ Add @O

itenance and Management
elete (€l Apply /

D Applying Stat Person

Name

24-7 Access

1

Access Group

= Template

All-Day Auth... 3 1

All 10 ... g€l Apply (':d'yD
Numar.“ Access Co... Status Operatic

Name Person ID

Maria 00000002
Old me 00000003

Jjimmy 1

Applying Status

Name Progress Result

ace 100%

Remark cess Point

* Name 24-7 Access
1. After click Add (2), you should see the dialog box on the right. * Template | All-Day Authorized - \
2. Make sure to give an appropriate name. In Example, | named 24-7 Access. SO s o & Clon
3. [fituses a different Time Template, please select the correct schedule. : \
o . ] + @ B My Company Name L jimmy X
(You need to declare it in the Template section first. See next page) » B B Manager 2 Odme
» B BE staff 9 & Maria
4.  Add Person to the Right side.
OR you can select Group Folder to add all people at once.
* Select Access Point  Available ele ) il Clear
5. Add Access Point (Door) to the right-side panel.
6. Click Save when finished.

» B Face [E Doorl Face

3

Organization
Cleaning
Manager

Manager

Cancel

=

-+ Add

We are almost done with the Person/Permission [ Delete (Sl ApplyAlito.. & ApplyCha '79-) @ Applying Stat...
Programming. Name Template Number ...  Access Co... Status Operation
You need to click Apply to the device. 24.7 Access  All-Day Auth... 2 1 Z

There are two different kinds of applications.

Apply Changes — Only apply the Change section to the device.

Apply All to the device - Apply all settings (aka Manual Override) to the device, REMEMBER

even all the data has already existed and same.

Congratulation, now you can Test the result.
Use the Facial to access or use the keycard to unlock it.

Make sure there are No overlapping permissions.
For example, if John has been allowed to open all
doors in one permission, there is no reason for
John to program only door 1 to open in another
permission. It is repetitive.
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Access Control

Monitoring (Realtime Monitoring)

~ ra
Go to MENU > Monitoring. P Ty ) ™
You can Unlock/Lock the door from here. Person Access Control Mernitoring Time & Astendance

Also, you can monitor who is/was currently access the device; or
monitor
which key card is accessing and thru which door.

Wrong Picture. 401m
doesn't have this.

@ Monitoring & Person

O Lock hin All Unlocked [ Remain All Locked Access Point Group | All -

To Unlock Door: & Unlock Door

. . il Only 3410MF has this.
Select Door first, click Unlock Door

at the top. ¢

Event Type Access Event Other Event Status Normal Exception Show Latest Event [_| Enable No Mask Pro... [_| Enable Abnormal Temperature Pro...
Event: Current Access Logs e

. . . Card No. “ Person Name Organization Event Time Door Location ~ Temperature =~ Abi Person Linked Capture Picture Live View [E2)
Here list of all the live accessing , , , T
events - T - - 2021-07-09 13:58:25  Face:Door1
. . 3 jimmy LTS/Manager ~ 2021-07-09 13:58:25  Face:Door1
nght CIICk on the COIumn' you can - - - 2021-07-09 13:57:59  Face:Door1
d|sp|ay/h|de the f|e|d - - - 2021-07-09 13:57:54  Face:Door1

jimjim.2058 LTS/Manager  2021-07-09 13:57:54 Face:Doorl
2021-07-09 13:57:53 Face:Door1
2021-07-09 13:57:48 Face:Door1

Requirement: % jimjim.2058 LTS/Manager  2021-07-09 13:57:48 Face:Door1
The Device Arming status must be - -
ON.

2021-07-09 12:57:30 Face:Doorl

Device Arming Control

File
Device Arming Control % System y
Filter Q Arm All Disarm All Broadcast Teol >
——— Device Arming Control Help )
Operation - Device Arming Status Alarm Output Control Auxiliary Screen Preview
[ @] LCD @ Armed Batch Wiper Control
& Face @ Armed < Batch Time Sync.

Player
Message Queue
Video Intercom Arming Control

(Important) About Arming: 1S 1 Face Comparison

Event Backup Export Configuratio

Each Armed device can only point to one NVMSv3. In other words, if you have two
NVMSv3 software running on different PCs.
Only the first armed device can fully/accept incoming event signals. The second NVMSv3 will never be armed.

There can be several reasons why it cannot be armed: the device is offline, firewall issues, VPN, or armed.

If you want to transfer arming from one PC to another, you will need to disarm it and then re-arm it from the other PC.

Alternatively, you can try changing the 2802/2804 to a different IP address than before. Then, you may have the opportunity to connect to
NVMSv3 again.
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Standalone Programming (Recommend use PC to program it, Go Page 10)

| recommend you use PC to program the LTH-401m device because the standalone function/settings are very limited. If you try to program
it without PC, then these things you should know first.

What can do and what features you will have? e K
1. Program Keycard, Face Detection, or the User to Open the Door (1) bogh il veloorm.
2. Program the Local Network Setting and PTCloud S
(View Remotely and Open Door only, but no ring) (Mobile Ring, require the LCD Indoor Station) . o
3. Checking Capacity / Default Settings / Reboot | =i T
4. You can program it thru the Smart Phone = ,.m :
(Hotspot AP mode; but will turn off after AP idle 30min) -
What you can-not do with standalone programming? WW

(I still recommend use Browser to program will be easier)

1. LTH-401m has Door Password Access, it supports up to 16sets. Each password max length to 6 digits.

(Need: PC or Hotspot AP to program)

2. Standalone can't program to join the LCD Indoor station or other outdoor station. (You need PC or Smartphone AP mode to do it.)

3. The Standalone program won't support any backup features. (Only PC NVMSv3 / WebUI can support Export function)

Access the Standalone Programming.

Press and hold the touch screen until the finger
swipe icon shows up. Swipe left or right to access
the menu. Enter the password or tap key card or
using face to access (if you program any). After
logging in successfully, then you should see the
settings Page. (Important: if you fail to login with

your password/ keycard/ face more than 6 times, it . Authentcate v
. . cd

will go to the Lockdown 30mins mode. Even you Card eocing lgpil

have the correct password, you won't be able to » i

access it unless it reboots or timeout) password call
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Programming User (Add)

You can add the new user from the touch screen, but you are
modify any existing user & settings.

Settings Page > User > User Management (+) >

Name Jimmy
Room No. 1
Floor No. 1

For all other functions, please check the official User Manual.

Hotspot
Settings Page > Network > Hotspot >

Hotspot is designed for very short periods when you
don't have a PC to program, but you want to program the
LTH-40Tm.

After connecting to the Hotspot AP and logging in, you
should be able to see the configuration panel.

It has more configuration than the local touch screen
panel. And yes. You can program it from there, but |
only recommend using this method if you are running
out of options.

The Hotspot can connect to Internet, but very slow.
It will automatically turn off the Hotspot, if Hotspot is
not been used for awhile,

4

Employee No.

not able to
Name

Room No.

Floor No.

Face

Card

User Role

Normal User

Add User

Enter card No. or swipe the card.

3>

Not Configured )
Not Configured )
Not Configured »

Not Configured )

o5 >

Normal User »

Swipe the card below,
v

Administrator

3130% 9 B ¥ 56" 4 6T% 3:40 M % @

Sign in to AP_AA3518688

W ¥ 56 4 67%

Sign in to AP_AA3518688

Hello, welcome.

Login

Welcome

admin

English

* Guarding Vi
Online

Network Status >

Wired Net
Connected

Basic Information

voip

Model
LTH-401M-WIFI
Serial No
R R SR s e )

Firmware Version

The hotpot will be disabled after the wifi is programmed.

Otherwise, it will automatically turn on for at least 5 minutes at boot time.
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